河北博物院综合管理及数据可视化平台等级保护测评项目评分标准

|  |  |  |
| --- | --- | --- |
| **评审内容** | **分值标准** | **评审标准** |
| 报价  （共20分） | 投标报价  （20分） | 报价得分＝（基准价／最后报价）×20  基准价为满足招标文件要求且报价最低的报价。 |
| 商务部分  （共45分） | 企业综合实力  （15分） | 1．比选申请人具备ISO27001信息安全管理体系认证证书、IS020000信息技术服务管理体系认证证书，每具备一项得1分，最高得2分，不具备得0分。  2．比选申请人具有国家信息安全漏洞库(CNNVD)技术支撑单位等级证书的得5分，不具备的得0分。  3．比选申请人具备CCRC信息安全服务资质认证证书——信息安全风险评估服务资质，一级得5分，二级得3分，三级得2分，不具备得0分。  4．比选申请人具有国家重大活动网络安全保卫技术支撑经验，并提供证明材料（加盖公章），每提供一份得1.5分，最高得3分。  注：需提供有效期的相关资质证书复印件并加盖比选申请人公章，否则不予认可。 |
| 相似业绩  （10分） | 近三年内，每具备1个等保测评服务合同案例，得2分，此项最高得10分。  **注:以与最终用户签订的合同原件（或复印件）为准。** |
| 项目人员配置  （20分） | 1、项目团队配备不少于两名高级测评师的，至少一名高级测评师同时每具备注册网络安全渗透评估专业人员（NSATP-A）、CCRC-DSO数据安全官、应急响应能力认证（CCSS-R）证书得2分，最高得6分；  2、中级测评师同时每具有数据安全工程师、信息安全保障人员认证证书CISAW（应急服务方向）、CCRC-DSA数据安全评估师、注册渗透测试工程师（CISP-PTE）证书的，得2分，最高得8分。  3、项目团队成员需具备网络实战攻防经验，项目团队成员具有网鼎杯等国家级网络实战攻防演练经验并获得一等奖的得6分，二等奖得3分，三等奖得1分。  以上人员均需提供比选申请人单位近半年缴纳社会保险的证明。 |
| 技术部分  （共35分） | 技术方案  （15分） | 第一档：技术方案先进、合理、完整，思路清晰，符合国家相关标准和规范，完全满足采购需求。方案结构层次结构合理，结构清晰，完全符合标准要求，得15分；  第二档：技术方案基本合理，符合国家相关标准和规范，基本满足采购需求。软件结构层次结构较合理，结构较清晰，得9分；  第三档：技术方案在满足用户要求方面欠缺，思路欠清晰，低于其他档次供应商。软件结构层次结构欠合理或结构欠清晰，得3分；  缺项得0分。 |
| 培训方案  （10分） | 按照项目培训安排的优劣进行比较评价：  第一档：培训计划及培训内容安排合理可行，与博物院实际情况结合较强，具备针对性，培训讲师为网络安全专家委员会专家，具备国家级重大活动网络安全保卫工作经验，并能够提供证明文件，得10分；  第二档：培训计划及培训内容安排基本可行，具备广泛适用性但针对性不足，培训讲师具备网络安全经验，培训方案有不足之处，得5分；  第三档：培训内容安排有缺陷，得1分；  缺项得0分。  **注：比选申请人需提供近半年专家社保证明，社保证明与比选申请人单位不一致的不得分。** |
| 质量保证措施（10分） | 质量保证措施编制科学合理，能保证信息系统的稳定和安全运行，完全优于项目的实际情况，安全评估完全符合项目要求，得10分；  质量保证措施编制较合理，能基本保证信息系统的稳定和安全运行，安全评估基本符合项目要求，得5分；  质量保证措施编制较差，得1分；  缺项得0分。 |